Pasos para encriptar la password de MDESAG00 en OAD

1. Correr el comando Maven 2 “Ecrypt password”. En caso de no tenerlo como External Tool, la sentencia en línea de comando que corre es la siguiente crypting:crypt -DpwdName=${string\_prompt:password property key (example - 'svnPassword')} -DpwdValue=${string\_prompt:password real value} -Dfile.encoding=UTF-8
2. Cuando pida especificar con que clave van a trabajar agregar la correspondiente (son las que están en password.crypt).
3. Ingresar la password y en unos instantes, verán modificado el archivo de oad00Root: psa\security\passwords.crypt que es el utilizado para pasar el archivo sag03Ear desde el servidor de Team City a aaa323.inetpsa.com